
      

  
 

 

  
  

     

 
   

 

   

 
 

  
 

  

      
        

 
   

     
  

  
 

   
  

      

  
     

    
    

     
      

    
  

  
  

 
 
 
 
 
 

 
 

 
 
 
 

 
 
 
 
 
 

 
 

 
 
 
 

    
  

 
  

    

  
   

   

   

 
 
 
 
 
 

 
 

 
 
 
 

 

 
 
 
 
 
 

 
 

 
 
 
 

 

 
 
 
 
 
 

 
 

 
 
 
 

 

INTERIOR BUSINESS CENTER (IBC) 
HR SYSTEMS ACCESS REQUEST FORM 

Instruction Sheet 

This form is used to request access for the following roles: Supervisor (Supv), Administrative Staff (Admin), 
Human Resources Representative (HR), System Administrator, and Budget Approval Employees. 

***Instruction page DOES NOT need to be submitted with your request form*** 

PART I: User Information 
• User’s full legal name (include middle name or “NMN” if there is none.)
• User’s complete social security number
• User’s work telephone number
• User’s duty location (City, State)
• User’s position (title and grade)
• User’s Department, Bureau, Sub-Bureau and Organization Code (example: IN 01 99 60866XXX or IN 01 98 ONRR).

• If you have questions about this contact your Servicing HR Specialist.
• User’s work email address

Part II: Type of Access Requested 
• If you are a current FPPS user, print your user ID in the space provided
• List agency/org code range you are requesting access for.
• Indicate which systems and corresponding roles are being requested by placing an “X” in the corresponding block.
• Select a role associated with each function according to the guidance below.

NOTE: For supervisory access, you must be coded as such in FPPS. If you are not, you will not be able to obtain 
supervisor access without appropriate justification (include your justification in the field available in Part II). 

Systems: 
FPPS: The Federal Personnel and Payroll System (FPPS) is used to view, approve, and process personnel actions and notifications for 
Federal employees, as well as tracking employee information. 
WTTS: The Workforce Transformation Tracking System (WTTS) is used to track vacancies and the movement and status of hiring 
transactions. 
USA Staffing: Used for to review and evaluate applicants online, and supervisors to receive applicant referrals and all applicant-
related information online. 
eOPF: The Electronic Official Personnel Folder (eOPF) system is used to view, modify, and input documents into Federal employee 
personnel folders. 
E-Verify: Used for employment eligibility verification for all new hires by HR staff.

Authority Requested Role definitions for FPPS: 
Initiator (INI): A requesting office user who can create/initiate SF-52 transactions. An initiator has no signature authority. 
Requestor (REQ): A requesting office user who can create/initiate SF-52 transactions and has a requester signature authority. 
Concurrer (CON): A user who has SF-52 concurrence signature authority. This access is usually provided to a Budget Analyst. 
Authorizer (AUT): A requesting office user who can create/initiate SF-52 transactions and has an authorizer signature authority. 
Viewer (VWR): A user who has viewer capability only. This command is automatically granted with the other FPPS roles. 

Privacy Act Statement: Solicitation of your Social Security Number (SSN) is authorized by Executive Order 9397, which requires agencies to use 
the SSN as the means for identifying individuals in personnel information systems.  Your SSN will only be used to establish your access to the HR System 
requested.  Furnishing your SSN is voluntary and failure to do so will have no effect on you.  However, where individuals decline to furnish their SSN, 
the SSN will be obtained from other records in order to process the request for access. 
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IBC HR Systems Access Request Form 
Send form with attention to: HR Systems Administrator 

Mail: 7301 West Mansfield Avenue, D-2300, Lakewood, CO 80235 Fax: 303-716-4202 

PART I – User Information (PLEASE PRINT) 

Action Requested: Establish New User Access Change Current User Access Terminate User Access 

Type of Employee: Federal Contractor Access Duration: Permanent Temporary- Date of Expiration: ______________ 

Full Name (First, Middle, Last) Full SSN 

- -
Work Phone Number 

- -
Duty Location (City, State) 

Position Title Grade Dept/ Bur/ Sub-bur & Org Code Work E-mail Address 

PART II- Type of Access Requested (Select all that apply) 

FPPS: Current User ID (if applicable):_________________    Supv   Admin      HR    SDATD     View Only  Other (Justify below) 

Authority Requested:  Initiator (Admin)   Requestor (Supv)   Authorizer (Supv)  Concurrer (Supv/Budget) 

Agency/Org Code(s)/Range: _____________________________________________________________ 
Justification for access requested: Clarify the justification for access needed outside of normal roles as stated on page 1 - e.g. “Acting” 
assignment, temporary promotion, Detail NTE, etc. 

_____________________________________________________________________________ 
WTTS:  HR  EEO   Supv/Admin   View Only  HR System Administrator 

USA Staffing:      HR (Full License)  HR (View Only)   Supv   Admin   HR System Administrator 

eOPF:   HR (Full License)  HR (View Only)  SDATD (Importer Role)   HR System Administrator 

  Supv (Time limited access request to an individual Employees folder ONLY) Employee’s Name: ________________________________________________ 

E-Verify (HR Only):  HR Rep HR System Administrator 

__________________________________________________ _________________ 
Agency Approval Signature (If applicable) Date 

OCIO employees: Agency Approval Signature must signed by: Loray Harmon, E-mail: Loray_Harmon@ios.doi.gov Fax: 202-208-5411 

ONRR employees: Agency Approval Signature must signed by: Deb Lloyd or Heidi Murphy  Fax: 303-462-9899

I, the undersigned, understand that use of the Interior Business Center (IBC) Computer Systems and/or Automated Information Resources 
or access to any information therein, shall be limited to official Government business directly related to my assigned duties. Further, I 
understand that any use of the aforementioned systems of information that is not official Government business may result in disciplinary 
action consistent with the nature and scope of such activity. Activity that is considered “not official Government business” includes, but 
is not limited to, viewing records that are not connected with my official duties and/or accessing/viewing my own employee record without 
prior authorization or justification from my management chain. I have completed the DOI Federal Information Systems Security 
Awareness Training and have been provided with and have read the “Rules of Behavior for Interior Business Center Users of Information 
Technology Resources”; I understand these Rules of Behavior and agree to comply with these Rules. I will report any violation of these 
rules to my supervisor. 

____________________________________________________ _______________________________________________________________ 
Employee Signature Date Requesting Supervisor Signature Date 

_______________________________________________________________ 
Requesting Supervisor Name (print) 

____________________________________________________ 
Employee Name (print) 
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PART III- System Administrator Use ONLY 

Date Form Received: _______________        

FPPS: 
FPPS User ID: _____________________ 

Added to “USER”: Added to “RPTHS” (WRI, RO/SPO): Security Metrics Log: 

Email Sent to User and Supervisor: Email Sent For Pay Group 2 Access: Date Completed: _________________ 

WTTS: 
Email Sent to User and Supervisor: Date Completed: __________________ 

USAS: 
Email Sent to User and Supervisor: Date Complete: ____________________ 

eOPF: 
Email Sent to User and Supervisor: eOPF User Log: Date Completed: ____________________ 

E-Verify:
E-Verify User Log: Date Completed: ___________________ 

User Added to User Log: 

System Administrator Signature: ____________________________________ 

Additional Comments: 

___________________________________________________________________________________________ 

___________________________________________________________________________________________ 

___________________________________________________________________________________________ 

___________________________________________________________________________________________ 
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